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The ISO27k Toolkit is a collection of generic ISMS-related materials contributed by members 
of the ISO27k Forum.  We are very grateful for the generosity and community-spirit of the 
donors in allowing us to share them with you, free of charge.  The materials have been 
donated by individuals with differing backgrounds, competence and expertise, working for a 
variety of organisations and contexts.  They are models or templates, starting points if you 
will.  Your information risks are unique, so it is incumbent on you to assess and treat your risks 
as you and your management see fit. 

None of the ISO27k Toolkit materials constitute legal advice, and – as provided – they are 
unlikely to be suitable or sufficient for any organisation without substantial customisation 
and supplementation. 

The toolkit’s “skeleton policies”, for instance, are generic and deliberately minimalist, the bare 
bones, basic foundations or suggestions from which to construct custom policies and 
determine which information security controls are appropriate for your organisation’s 
Information Security Management System.  See ISO/IEC 27001, ISO/IEC 27002, other 
standards and the SecAware ISMS toolkits for further guidance and additional templates. 

We strongly advise consulting competent specialists when designing, implementing, 
reviewing/auditing or relying on a third party’s ISMS, or indeed any other way of managing 
information risk, security, governance etc.  In particular, there are numerous legal, regulatory, 
contractual, technical and ethical requirements or expectations in this area.  We can help you 
navigate the minefield safely! 

 

Terms and conditions of use 
Please read and respect any copyright notices within the individual files. 

Some are covered by the Creative Commons Attribution-Noncommercial-Share Alike license: 
you are welcome to reproduce, circulate, use and create derivative works from these 
materials, provided that: 

a) they are not sold or incorporated into commercial products; 
b) they are duly attributed to the ISO27k Forum at ISO27001security.com; and 
c) if they are published or shared, derivative works are shared under the same terms. 
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